


























"How" vs "What"






















BCP = business
continuity plan

BCP~*




















































































Centrally managed

Assets and resources packaged into a
single .wsp (cab) file

SharePoint stores customization files in
farm solution store (in farm config DB)
and knows "what" goes "where"

SharePoint manages deployment and
retraction of customization files where
needed across farm

During a restore or new farm member
addition, SharePoint works its magic
to get assets and resources deployed

Decentralized

Assets and resources are loose or
packaged in another form (e.g., MSI)

SharePoint is unaware of the files that
constitute the customization and does
not track them in any way

Administrator is entirely responsible
for ensuring file and configuration
changes happen (usually manually)

Restores and new farm member
additions mean more manual
administrator intervention

Tracking related backup targets is dramatically
easler when centrally managed solutions are used.













































Wrap-up

Your targets are unique like your tarm

- Understand how your SharePoint environment is used
- Use cases are a good starting point for technical targets

There's more than one protection strategy
- Realistically, not everything has to be backed up
- Documentation can be a viable choice in some cases

Protect your (content) databases!
- Most important targets in your farm
- Critical protection takes minutes. Just invest a little time.


















